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Fig.2. Insider prediction monitoring model
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Objective of Research

: This study proposes a framework for detecting and predicting potential
insiders.
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Fig.1. A new framework for detecting.and. predicting the insider
Application of Framework to NPP Operators Conclusion

This paper suggests a new framework for predicting and detecting insider

Recruiting process Training process Real workplace threats. This framework integrates not only behavioral indicators, but also
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